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Abstract. The article presents the most important issues related to fighting with asymmetric threats. The issues are introduced
in the context of undertaken counter-subversive activities. A crucial element of the discussion is that the actions and their properties
are presented in the form of an open set, which might be used for training purposes by forces using subversion. Such an assumption
led the author to introduce the problem followed by methods and characteristics of fighting with subversion. These were the bases
for presenting basic problems related to the description of counter-subversive activities and protective and defensive measures.
In the further part of the article the author describes kinds and manners of counter-subversion highlighting the indicators
of their effectiveness and interrelations between them. The article finishes with conclusions which synthesize the assumptions
and particular parts of the article.
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Introduction

Armed conflicts have always been the most dramatic experience in the history
of mankind. Having been aware of the fact that there is a possibility of starting
a war at any time, as this is an inherent attribute of every state, everyone had to be
prepared to fight in a war either as an aggressor or as a defender. The key element
of preparation among the defenders was coming to a situation in which a potential
opponent would resign from the attack as he would be discouraged by the poten-
tial loses and costs of war. The preparation phase is called “preparation for defence”.
This term is closely related to the term "defence”. A country’s defence is a value
which entails creating safe conditions for the state in time of peace and makes
it possible to defend against armed attacks. Defence is one of the key elements
of basic state interests, which are undoubtedly our common good. Concern for our
common good requires citizens to be burdened with responsibility which will turn
out to be necessary to ensure the state security. This is connected with taking some
specific responsibilities in case of threat to the state’s independence and restric-
tions, which are justified in time of peace to ensure the proper functioning of public
administration and preparations for the purposes of defense.! Preparation to defend

' Pazdzior M, Konstytucyjne organy administracji publicznej wtasciwe w sprawach
bezpieczenstwa narodowego, [in:] Pigtek Z, Wisniewski B, Osierda A (Eds), Administracja
publiczna a bezpieczenstwo panstwa. Papers from a scientific seminar organized by the Fac-
ulty of Administration at the School of Administration in Bielsko-Biata and the Department
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the state against an armed attack covers many different issues. Their level is high
enough only when some basic requirements are met, such as: peaceful foreign
policy, full legal regulations, appropriate financial expenditure on defence, promot-
ing the knowledge about security and the scientific exploration of the effective
measures against threats caused by armed conflicts. The experience of the last few
years has shown that more and more often we deal with issues concerning effective
opposition against asymmetric threats, subversion included.

In order to ensure the highest level of defence potential, Poland “(...) aims to opti-
mally balance its needs in terms of defence and its social and economic capabilities.
The national defence-related needs are determined taking into account Poland’s
current and anticipated political and strategic position in Europe and the predicted
development of the international status quo. Additionally, in terms of the alliance
block, Poland’s border-like location in the area of NATO responsibilities is also
of great importance.

In contemporary military conflicts, a significant role is played by so-called spe-
cial operations, which are closely related to asymmetric threats. Among the above
mentioned operations, subversion is of incredible importance. This is the reason
why there is now a growing interest in such operations. Although subversion is not
a new method of operation, recognition of its effectiveness requires that the theo-
retical aspect of engaging in subversion needs to be dealt with.2

It is beyond any doubt that the main perpetrator of sabotage is forces designed
for special operations®, who are now “experiencing a real renaissance. This defi-
nitely comes as a result of the needs expressed by the modern world with regard
to addressing crisis situations and all kinds of conflicts, which are most frequently
(but not only) of small intensity and of an encroaching nature. If special operations
are to be an effective way of eliminating this kind of social and international ten-
sions, one should think about their role and position not only in the present-day
armed struggle but also in contemporary international relations, as well as think
about their definition and content, which — as it seems — are still of a rather fluid
nature.”

Preparation to defend the state against an armed attack covers many different
issues. Their level is high enough only when some basic requirements are met, such
as: peaceful foreign policy, full legal regulations, appropriate financial expenditure
on defence, promoting the knowledge about security and the scientific exploration
of the effective measures against threats caused by armed conflicts. The experience

of Administration and Mobilization in the Institute of National Security at the Faculty
of Strategy and Defence at the Academy of National Defence in Warsaw of 6 December 2006,
Bielsko-Biata 2006, p. 108 cited from: a verdict of Constitutional Tribunal of 25 November 2003
(ref. no. Akt K 37/02, OTK-A 2003/9/96).

2 For preparing the article the author widely used: Wisniewski B, Cechy prowadzenia
dziatan przeciwdywersyjnych, [in:] Jakubczak R, Wisniewski B (Eds), Wiasciwosci dywers;ji i jej
zwalczania. Zarys problemu. Warsaw: DZKiSO MSWiA, 2006, pp. 58-78.

3 More: Jakubczak R, Wisniewski B, Wprowadzenie, [in:] Jakubczak R, Wisniewski B (Eds),
Wiasciwosci dywersiji..., op. cit., p. 7.

* Hermann H, Dziatania specjalne w wojnach i konfliktach zbrojnych po drugiej wojnie
Swiatowej. Zeszyty naukowe AON, 2004, no. 3(56)A, p. 30.
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of the last few years has shown that more and more often we deal with issues con-
cerning effective opposition against asymmetric threats, subversion included.

»Analysis of armed conflicts and threat conditions proves that developing
the principles of use of armed forces involves, among others, an area of so-called
"special operations”. The strategies of a great number of countries include extending
beyond the traditional framework of armed conflict and considering special meth-
ods of combat on a bigger scale than ever before (...). Experts claim that operations
will be conducted in two major areas: military and ideological and propaganda.
Those operations will cover areas of the countries which defend aggression. It is not
difficult to notice the problems related to identification and kinds, forms and meth-
ods of opposition against them, when defending the country’s territory”.?

Methods and Qualities of Fighting Subversion

One of the most effective ways of fighting subversion are counter-subversion
combat actions, which are a part of country’s territorial counter-subversion defence
policy. They involve combatting with subversion-reconnaissance groups, saboteur
and terroristic opponents.® Their essence is constant reconnaissance and direct
fight with an identified enemy.

"To put it simply, counter-subversive combat activities consist in opposing
enemy’s sabotage actions and preventing such actions and then destroying their
forces. Counter-sabotage means securing and protecting facilities which may
become the objects of diversion. Prevention means locating the saboteur forces,
limiting their freedom of movement and cutting the retreat way and the supply
way off. Therefore this is the activity that creates conditions for the destruction
of subversion forces"”

Counter-subversion activities are characterised by a lot of space in which they
are performed, definite struggle to establish a battle contact with the enemy,
intensive mobility, intensity and sustainability as well as conducting actions with
small manpower.

The space in which subversive activities are conducted is of utmost importance
for their development and course of events. It requires the use of proper tactics
and flexible action, proper filling the area with counter-subversive forces and pro-
viding proper proportion of forces.

Constant aiming at establishing a battle contact with the enemy distracts
the opponent’s interest from protected objects, allows to impose one’s own initia-
tive to the opponent, forces him to take actions compatible with the expectations
or plans of the counter-subversive forces.

The mobility of forces which conduct counter-subversive activities is gained
through equipping them with the proper number of adequate quality means

5 Jakubczak R, Wisniewski B, Wprowadzenie, [in:] Wiasciwosci dywersji..., op. cit,, p. 6.

¢ Leksykon wiedzy wojskowej. MON. Warsaw, 1979, p. 104.

7 Kubajewski D, Bojowe dziatania przeciwdywersyjne. Wasciwosci taktyki, organizacji
i prowadzenia dziatain. Warsaw: ASG, 1977, pp. 14-15.
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of transport to be used in non-standard and difficult terrain. High ability to transfer
forces from one place to another in a short period of time is a prerequisite to coun-
teract and fight with the enemy.

The intensity of counter-subversive activities depends on the amount of man-
power on the side of the enemy, relation between the local inhabitants and diversive
forces, terrain conditions, size of the area and their own manpower.

Conducting actions by small, manoeuvrable and mobile forces has an influence
on reaching the proper intensity of counter-subversive forces in the action area.
It also leads to taking control of the area and limiting the freedom of movement on
the side of the enemy. The proper intensity can be reached through close cooper-
ation with the army’s surveillance, forces of territorial defence and forces which do
not belong to the army.

To sum up, the dynamically developing situation as well as frequent necessity
to make new decisions will require to have adequately strong and manoeuvrable
reserves, which might be used in particularly threatened sectors and areas at a spe-
cific time or situation which will bring success.

Principles of Counter-subversive Activities

Like every action against military activities, counter-subversion is character-
ised by some generally accepted principles, such as purposefulness of action,
maintenance of operational capacity, economy of force, surprise, activeness
and maneuver.

Purposefulness of action (Selection of the aim) is one of the primary elements
conditioning success while conducting counter-subversive activities. It involves
the allocation of adequate forces and measures necessary to combat subversive
forces, as well as the use of appropriate kinds, forms, methods and manners
of operation — designed to oppose the enemy who is clearly undefined, very well
trained and prepared, and smaller in manpower.?

Operational capacity entails precise preparation and conducting of counter-sub-
versive activities, which will make it possible to achieve the aim having suffered
minimum losses to one’s own resources and will ensure continuous readiness for
combatting subversion.

Economy of force consists in employing available forces and measures designed
to oppose subversion in the most effective way, which is to ensure the achievement
of the aim in the shortest time possible and having suffered the least losses to one’s
own resources. In order for this principle to be implemented, it is necessary to pre-
cisely demarcate the area of action.

Surprise in counter-subversion can be achieved through maintaining precedence
of counter-subversive offensive operations over defensive and protective measures,

8 Compliance with these principles ensures success in combatting subversion. Still,
it may be difficult to use the principles in practice because saboteurs conduct their activities
in an unconventional way.

® More: Wisniewski B, Cechy prowadzenia dziatan przeciwdywersyjnych, [in:] Wkasciwosci
dywersji..., op.cit, pp. 67-69.
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avoidance of conventional solutions and implementation of undertakings designed
to mislead and deceive subversive forces.

Activeness in counter-subversion first of all involves continuous maintenance
of initiative, which makes it possible to impose one’s own will on subversive forces.
Activeness in combatting subversion should be characterised by systematic
and decisive action aimed to create the state of constant threat to the enemy, with-
out waiting for the subversive forces to show any signs of activity.

What is understood by maneuver is efficient movement, which can result in con-
centration of counter-subversive forces in the right place and time. The essence
of maneuver is quick dislocation and smoothly moving on to perform other tasks.
It should be remembered that manoeuvre is achieved through a good knowledge
of the action area and — as emphasised many times before — proper organisation
of cooperative efforts.

In conclusion, it can be stated that the above principles of warfare, when applied
to counter-subversion, create the basis for developing successful and effective
ways of combatting subversion. All the same, it needs to be stressed that the above
mentioned and briefly outlined principles must be used in a creative manner. Any
failure to comply with those principles, however, can lead to counter-subversive
forces fighting a losing battle.

Types and Methods of Counter-subversion

In the context of the previous considerations it must be once more emphasised
that counter-subversive offensive operations are the main type of counter-subver-
sion. They involve different forms, ways and elements of fighting used in a given
time and space. They are aimed to detect and locate subversive forces, establish
a battle contact with them, take them captive or destroy the enemy.

“Depending on the scale of threat from subversive activities (their target,
employed means and forces, time and space) counter-subversive offensive oper-
ations can be tactical, tactical and operational, operational and strategic in nature.
Each of them employs similar methods and manners of conducting counter-sub-
versive operations, the difference consisting in the volume of engaged measures
and forces to suit specific needs”™. It is assumed that counter-subversive opera-
tions conducted mainly by sub-units, units and army detachments will first of all
be supported — within the scope of their statutory competence/ characteristics
and capabilities — adequately to the level at which counter-subversion is organized
— by forces which are not part of the army.

Counter-subversive offensive operations involve different forms and ways
of action in an effort to destroy the enemy. Their aim is to detect or confirm
the presence of saboteurs, enter into contact with them, reduce their freedom
of operation, block them, establish a battle contact and consequently to destroy
or take captive the subversive forces.

19 Jakubczak R, Udziat sit obrony terytorialnej w zwalczaniu dywersji, [in:] System obrony
terytorialnej Ill Rzeczypospolitej Polskiej. Zeszyty Naukowe AON, 1998, no. 1(30)A, p. 188.
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Counter-subversive offensive operations, depending on how a given situation
develops, terrain conditions, amount of engaged forces, activeness on the part
of the enemy or reliability of information obtained about the enemy, can have
the form of reconnaissance, hunting, blocking and liquidation activities.

Reconnaissance involves a set of undertakings aimed at obtaining information
about the enemy forces, their detection, establishing contact and creating condi-
tions for their destruction. Depending on the situation, reconnaissance is conducted
together with blocking activities, organised in directions or tracks of reconnais-
sance.

Hunting activities are started after the obtaining of information about
the appearance of subversive forces. Their aim is to establish contact with them
and create conditions for their destruction. Hunting activities are also conducted
after noticing attempts of the enemy withdrawal.

The aim of blocking activities is to reduce subversive forces’ manoeuvre capabil-
ities, as well as locating and creating conditions for destroying the enemy. They are
started after establishing contact with the enemy while conducting reconnaissance
or hunting activities.

Having precisely located the enemy, liquidation activities are organised. They
involve surrounding subversive forces’ location (more rarely the zone) covertly
and by surprise, which is followed by destroying the enemy (taking them captive).
Liquidation activities are conducted only when anti-subversive forces possess
reliable data on where and when the enemy forces are present as well as what their
manpower is.

Particular forms of counter-subversive offensive operations are conducted using
the following tactics or techniques: surveillance®, search, counteraction™, pursuit,
ambush (network of ambushes), barrier, raid and encirclement.

The above considerations incline the author to briefly characterise the methods
of conducting counter-subversive operations, which he has done below.

Surveillance is one of the methods of conducting counter-subversive operations,
the essence of which is to control the area and hinder the courses of action open
to the enemy. It is designed to make a reconnaissance of the ground and the enemy
with judicious employment of one’s own combat power, and is achieved through:
area reconnaissance, seeking to detect the presence of subversive forces and start-
ing cooperation with local government bodies and local community.

Search is the main method of making a reconnaissance. It involves a close
control and inspection of the area — facilities where subversive forces could hide.
It is aimed either to locate and destroy or to apprehend the enemy in direct com-
bat. Search is organized having noticed symptoms of subversive forces’ presence
or activity in a specific area (location).”

Counteraction is a method of counter-subversive offensive operations which
consist in detecting and shadowing the enemy, and — under favourable conditions

" More: Gawlak K, Wisniewski B, Prowadzenie bojowych dziatann przeciwdywersyjnych
przez batalion piechoty zmotoryzowanej. Poradnik. MSW, Warsaw, 1995, pp. 14-15.

2 Ibid., pp. 19-21.

3 More: Wisniewski B, Cechy prowadzenia dziatan przeciwdywersyjnych, [in:] Wtasciwosci
dywersji..., op. cit.,, p. 73.
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— in destroying or reducing the freedom of the enemy’s action. The success
of counteraction is determined by covert operation both as regards the enemy
and local community. Counteraction should be characterised by a large degree
of camouflage activities. It is organized when there is a need to complete and con-
firm data obtained from other sources, as well as when there is no possibility
of or no point in using other methods of counter-subversive offensive operations.

Forces responsible for counteraction usually perform their tasks on foot. Their
march always takes place at night or in conditions of reduced visibility. Marching
routes should be designated in suitable areas where the enemy may establish their
own bases and hiding places.

Pursuit is a military impact of designated forces on the enemy who avoids con-
frontation. It involves decisive movement of counter-subversive forces following
the withdrawing enemy until a point of contact is secured. The essence of pursuit
is a fast-paced march in chase of the withdrawing enemy. The relevant literature
distinguishes three kinds of pursuit: frontal, parallel and combined, the last one
being a combination of the other two types."”

A raid is a secret approach and encirclement of a subversion unit’s hideout
(base), and then a violent strong attack. The essence of the raid is a surprise possible
only when the raid is prepared thoroughly and carried out secretly and with deter-
mination. The aim of the raid is to destroy the enemy or their bases and hideouts
and it is achieved through a careful recognition of the object, secret approach
and carrying out a sudden and strong attack. Depending on a terrain, the raid may
be carried out on foot from one or more directions, in a vehicle from one or more
directions, or in a mixed way.

An ambush (a net of ambushes) is laid when there is lack of thorough, reliable
data on the opponent’s intentions and when the opponent is believed to act from
many directions. The ambush (the net of ambushes) consists of previous secret
deployment of the force (taking suitable firing positions) on the predicted or deter-
mined routes of the opponent, organizing a system of surveillance and fire and then
a sudden delivery of the fire for effect to the subversion unit.”

A barrier is when sources and resources are secretly deployed along a convenient
line in a direction (directions) of the predicted movement of an opposing force.
The essence of the barrier is a quick and secret deployment of counter-subversion
force along one (two) lines in a suitable area in the direction (directions) of the oppo-
nent’s movement, organizing an appropriate system of surveillance and fire,
and a professional and well-coordinated interaction of its all elements.

An encirclement is performed after obtaining reliable data on the location (base)
of a big sabotage group or during other forms of fight (a search, a pursuit, a barrier)
after establishing contact with the sabotage unit. Counter-subversion units should
perform encirclement in all types of fight. The encirclement means carrying out
a manoeuvre that guarantees continuous and tight line of firing positions mak-
ing it impossible for the sabotage groups to leave (withdraw) the area in which
they have been encircled. The essence of the encirclement is an organized, fast

* More: ibid., p. 75.
5 Ibid.
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and secret occupation of area around the opponent’s location, therefore providing
excellent conditions for their destruction or captivity.'s

The second type of counter-subversion actions are protective and defensive
actions which aim at providing direct and effective protection and defence
to particular objects (persons) that are the subjects of interest, reconnaissance
and attacks of the subversion groups. ,Protective and defensive actions are treated
as supportive to counter-subversion actions because they do not provide a possibil-
ity to eliminate subversion forces. Moreover, if protective and defensive actions are
not aided with counter-subversive offensive actions carried out on the approaches
to the protected objects, then in many instances the protection forces will not be
able to protect those objects against subversion. It is difficult to discuss the effec-
tiveness of protective and defensive actions if the subversive forces are allowed
to identify the system of protection and defence and the manoeuvre is carried
out on the approaches to the protected objects, which means that the opponent
is given an opportunity to choose the place, time and way of committing sabo-
tage."”

In a state appropriate military and administrative authorities are planning
to take under protection specific objects that are crucial for the state economy
and administration, the army, institutions responsible for the state internal security
and conditions for the society survival.’®

Obijects that by virtue of theirimportance are or become protected and defended
against sabotage are industrial plants, institutions, communications and technical
facilities, storehouses, military objects and national cultural and scientific achieve-
ments, towns and places important for the state security (defence included).

Protective and defensive actions are conducted in many ways in order not to let
the opponent get into the protected object (objects) area. These actions may be
carried out as object protection and object defence.

The object protection involves a set of actions and activities that prevent
an opponent from taking armed control over the object or causing damage to it.
It also means providing safety to object inhabitants."”

The object defence includes a set of actions and activities that prevent an oppo-
nent from locating, recognizing and taking armed control over the object or causing
a substantial damage to it.?°

Taking into consideration object’s importance and location, a type of terrain,
an assigned task, sources and resources, protective and defensive actions are car-
ried out by a guard or a protection group.?'

16 More: Wisniewski B, Cechy prowadzenia dziatan przeciwdywersyjnych, [in:] Wtasciwosci
dywersji..., op. cit., p. 77.

7 Kubajewski D, Bojowe..., op. cit., pp. 24-25.

'8 Cf. Ochrona i obrona obiektéw i tras komunikacyjnych w warunkach zagrozenia dywer-
syjnego. Inspektorat Obrony Terytorialnej MON, Warsaw, 1970, p. 8.

1% (f. Instrukcja o zasadach prowadzenia dziatarh ochronno-obronnych. Part | (kompania
— pluton — druzyna). MON, 1983, p. 5.

2 Ibid,, p. 6.

21 More: Wisniewski B, Cechy prowadzenia dziatan przeciwdywersyjnych, [in:] Wkasciwosci
dywersji..., op. cit., p. 77.
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Object protection and defence seem to be an extremely important part
of counter-subversive activities. Protected and defended objects are within areas
of operation (responsibility areas) assigned to brigades (regiments). Protection
and defence will be organized as part of undertakings aimed at order and secu-
rity maintenance in objects, but mainly to counteract subversion conducted by
an opponent. The protection and defence of objects are carried out by forces
trained specifically for this purpose. Object protection and defence should be
treated as one inseparable action. In order to improve effectiveness, the protec-
tion and defence of objects should be supported by counter-subversive offensive
actions.??

Forces that take part in counter-subversive activities may organize protection
and defence of a communications route individually or under forces at a higher
level. Depending on the type and nature of communications route, terrain, number
of objects on the route, and opponent’s threats, direct protection and defence
of the communications route are conducted through organizing protection
and defence service in the objects, monitoring and patrolling the route sections,
as well as performing activities on close approaches to the object (route).

Systems of protection and defence of a route section is based on protection
teams?®* and guards.?* Size of the protection teams and guards will depend on
the size and importance of a particular object, terrain type and land cover, natural
possibilities to organize protection and defence and the level of threat posed by
an opponent. Selection of objects to be protected by the teams should be made
after analyzing needs of the whole section assigned for protection and defence.
Protection and defence of communication routes may be supported by relevant
to the situation forms and means of counter-subversive offensive actions. Their
scale, intensity and effectiveness will determine in large measure effectiveness
of the main task performance.

To sum up, the object protection and defence is a complex and responsible
undertaking. Effectiveness of the operation will influence in large measure a life-
span of objects important for the national security, including the defence of a state.

Conclusions

This work is an author’s attempt to systematize results of research that has been
conducted by him for many years. Conclusions drawn from them indicate that
in the case of war or threat posed to the national security, the issue of providing
a stable operation of the system of national defence forces is crucial. Although
in a current political and military world the trend is to avoid a confrontation on

2 |bid,p.78.

3 A protection team is a sub-unit assigned to conduct protective and defensive tasks.
This team is able to separate from their own forces a guard, a sub-unit for actions on close
approaches to an object and a reserve that is not smaller that the guard.

24 A guard is a sub-unit performing tasks of protection and defence of specific objects
or people.
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a global scale, there is still a chance for the crisis situations to intensify, which may
become a hotbed of an external threat to national security or even a war. It is linked
with, among other things, an effective fight against subversion to which a poten-
tial opponent will engage mainly special forces. A superficial analysis of the rules
and ways of using those forces in itself induces the belief that opposing them
is a complex issue. Effectiveness of this set of actions will depend not only on
armed forces operations but also on support given by the society and institutions
responsible for providing public security and safety and if the law allows — their
direct involvement in the fight against subversion.
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Streszczenie. Niniejszy artykut zostat poswiecony przedstawieniu najwazniejszych zagadnieri zwigzanych z zwalczaniem zagrozeri
asymetrycznych. Zostaty one ukazane w kontekscie podejmowanych dziatari przeciwdywersyjnych. Istotng cechq prezentowanych
rozwazar jest to, Ze wtasnosci wspomnianych dziatari sq przedstawione w formie zbioru otwartego, sktaniajgcego do doskonalenia
warsztatu, jakim sie postugujq sity przeznaczone do walki z dywersjq. Takie zatozenie sprawito, Ze w artykule po wprowadzeniu
w sytuacje problemowgq omdwiono metody i cechy zwalczania dywersji, co stanowito podstawe do przedstawienia podstawowych
probleméw zwiqzanych z charakterystykq przeciwdywersyjnych dziatari zaczepnych oraz dziatar ochronno-obronnych.
W konsekwendji tego w dalszej czesci opracowania zaprezentowano rodzaje i sposoby prowadzenia dziatari przeciwdywersyjnych,
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wskazujqc na determinanty ich skutecznosci oraz relacje zachodzqce miedzy nimi. Niniejszy artykut wiericzq konkluzje, w ktdrych
odniesiono sie w syntetyczny do przyjetych zatozeri wywoddw oraz poszczegdlnych jego czesci.

Pestome. Hacmoawas cmames NoceAleHa 0CHOBHbIM 80NPOCamM G0pb0bl ¢ ACUMMEMPUYHBIMU Y2po3dmu, Komopble
npedcmasiersl 8 KoHmeKcme npednpUHUMAeMbix NPOMUB0AUBEPCUOHHIX delicmaudl. (yuecmeeHHbIM A8/Aemca mo, Ymo
npusHaku onpedenextsix dedicmeuti cocmasssiom omkpsimeid no cgoeli hopme cnucok, mpeGyrowjuti dasbHediiuie20 cogep-
WIeHCMBOBAHUS Mep, NPUMEHSeMbIX CUIamu, NpedHa3HayeHHbIMu 018 60pb0bl ¢ dusepcuedl. MmerHo makoe npednosioxenue
npuseso K Momy, 4mo 8 cmamoe Nocsie ONUCAHUS NPOGIIEMHbIX B0NPOCO8 NPedCMasAMCs Memodsl U 0CHOBHbIE SieMeHmb
GopbGbl ¢ dugecuied, 4mo oKa3bI8aemcs 0CHOBOL OIS npe3eHMayuu 21agHsIX NPoG/eM, (BA3aHHbIX ¢ XApaKmepucmukoli npo-
MUB0AUBEPCUOHHBIX HACMYNAMeNbHbIX U 060pOHHO-3aujuLarwux deticmaudi. B pesynbmame 3mozo, 8 danbHeliwel yacmu
paGomsl npedcmasiersl 8udbl U CNocoBbl nposedeHus NpomusodusepCUoHHbIX delicmaui u demepMuHaHMBl, BUAOL4UE HA
UX 3pheKmueHoCMb, a Makxe 83aumHble (83U Mexdy HUMU. B 3akmoyeHuu cmamou npedcmassieHsl 0CHOBHbIE 8b1800bI,
6 KomopbIx daemca CuHmemuyeckut anasu3 npednoceiIoK OaHHbIX yMO3AK/TKYeHUL, a MAKxe Ux omdesbHbix yacmed.

Translation: Mariola Bil, Olimpia Bogdalska, Aleksandra Lewicka (article, abstract), Matgorzata Jasiriska (pestome)
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