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THE METHOD OF SIGNATURE RECOGNITION BASED ON LEAST SQUARES CONTOUR
ALIGNMENT AND WINDOWS TECHNIQUE

This paper presents a new method of recognizingwdtten signatures. Signature was treated aslaatimin of
features of specific values. As features the vabfes y coordinates of signature points have been useé.nid¢thod
discussed in the paper is a modification of thehmetbased on least squares contour alignment. mbdification
consists of dividing signatures into windows of fheeset size and measuring the value of simildsgtyween the
windows according to their position in the signatufhe effectiveness of the method was verifiegractice. During
the study, the influence of the parameters of teéhnd on the obtained results was determined.

1. INTRODUCTION

One of the longest known security techniques isaigre biometrics. Biometrics can be defined as
a method of personal identification, based on giaysand behavioral features. Physiological biorostri
includes data obtained directly from a measurermokatcertain part of human body, such as a fingt;pr
face shape or retina. On the other hand, behavibimaetrics analyses the data constituting a ikobia
way of behaviour of a given person, such as a nraohepeaking, signature dynamics or features of
pressing computer keyboard keys [1].

Handwritten signature is a result of a complex pss¢ in which physical (fatigue, illness) and
psychological (mood) factors of a signing persoayp significant role. All these factors cause that
signature is characterized by significant varitpiind using it for verification or identificatios not a
trivial issue. For many years, problems of imprgveffectiveness of using signatures in identifati
and verification processes have been a subjecntehse scientific studies and a challenge for many
scientists dealing with biometric techniques ofspeal verification [1].

Nowadays there are a lot of methods of determittiegsimilarity between signatures [3,6]. Their
operation based on counting the distance e.g. @&aih, Mahalanobis [2,7]. They can take advantage of
various type of Neural Networks [5] or Hidden MavkModel [13]. There are also methods based on
analysis of the object’s features [8]. They consisisolating points from the signatures (usuahg t
points of edge or angles) and reducing the proliematch these points.

In this study, a measure of signature shape nragdbaised on the least squares method was use
for comparison of signatures. This method had dirdeeen used for this purpose. In the study [18#], t
least square method was used to determine theasityibf signatures on the basis of an analysitheir
features, such as the coordinates signature pPhtg, the pen pressurd), the pen velocity\(x ,Vy,

Vp). The studies showed that best results were olotauen analyzing shapes of signatures, that was the
X andY coordinates of signature points. This work is aticmation of mentioned research, therefore only
the X and Y features were taken into account. In addition, adification reducing the error of
classification was made in the presented methadastdescribed in detail in a further part of gtisdy.

2. LEAST SQUARES CONTOUR ALIGNMENT

Let's suppose that two sequenc8s:[ s, S..... 5], Q=[q, @...., g ]are given, which represent the

same feature in two signatures being compareds Assume in addition the following assumptions:
* coordinates of signature points have been nornthtiz¢he interval [0, 1],
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» coordinates of the signature points have been mhteshich means that:

_ ZT:lSJ' Z?:lqj
[1sUS s= s ., [JabQ gq=q-———.
i=1,...n n i=1,..n n
The distance between tig&and Q features in the least square method is given byfaHowing
formula [8]:

d = min SQ
(SQ {TR2 60~ 77, 77), k>0 ok ( q‘F (1)
where:
Q.,« — is the operator of translation by the vectoflR?, rotation by the angle
@0d[-m, ), and scaling by the factd>0 [4],
”M ||F — denotes the Frobenius norm of the malulix

The distanca (S Q), given by the formula (1), is symmetric. This meahatd(S, Q)=d(Q, S.
Formula (1) can be treated as a measure of sityilagtween two signatures. A detailed descriptibn o
the least square method can be found in the wqrk [8

The least square method requires that the datg leseimpared have the same number of elements.
In the case of signatures, this condition is naiagk fulfilled, because th@andQ signatures may consist
of different number of points. In work [12], two theds have been used for equalizing the number of
signature points: the scaling and the DTW algorifBin A characteristic feature of these methodthat
they interfere with the input data (duplicate omowe existing signature points). In this study, a
modification was made. It enables comparing sigestuvithout affecting the data describing them.
Determination of the similarity of signatures catsiin comparison of corresponding signature parts
(windows) with the same number of points. This rodtls described in the next section.

3. WINDOWS TECHNIQUE

The proposed method consists in dividing a sigeatiato parts and calculating the value of
similarity between individual parts. When comparthg S and theQ signatures, the sequence with the
length ofh successive points is analysed. In the further plattte study, it will be namedvindow and
designated awin. A division of theS signature into windows is shown in Fig. 1.

Winrfh»l

Fig. 1. Division of theS signature into windows, with the size (number oihps) h=5 each.
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The number of windows in a signature depends omatlaé number of signature points and assumed
value of theh parameter. In a signature consistingigfoints, the number afin windows, which can be
created, id.= n-h+1.

Successive windows in th8 and Q signatures were defined by a certain number of tpoin
designated agnps and jmp, respectively. When determining the similarity oé teignatures, individual
windows in theS specimen signature are compared with all windofatb@Q signature. For each pair of

the windows being compared, their similarist'yn*,'j‘ is calculated:

sim" = d( wirP, wirP) )
where:
i — the number of the current window in tBeignature,
] — the number of the current window in tQesignature,
h — the number of signature points in the area of timelow,
d(win®, wti) — distance between the compared windows Snand Q signatures

computed by least square contour alignment method.

In order to speed up the method, another modiboatwas introduced, which consisted in the
possibility of setting the range of the windows rigeicompared irS and Q signaturesWindows are
compared with each other, if their distanitgt is smaller than a certain defined value or eqtdsvalue.

In the further part of the study, this value isigeated asnaxdist The distance is calculated using the
following formula:

L . 0, dist’ (win®, win®) < maxdis
S Q) —
dist{wiry’, win®) {dist*(winS,wti), dist ( wir?, wir®)> maxdis 3)

where:
maxdist— the maximum distance between the windows bedngpared,
]

dist' (win®, win®) =1- BRI

L® — the number of all windows created in Ssignature,
L? — the number of all windows created in @aignature.

After the aforementioned modifications have bedenanto account, the formula for the similarity
between any two windows of tf8andQ signatures is given in the following form:

sinf, = sim’ Odist wif, wif?) @)
A single windowi in the S signature is compared with each window in @signature. As a result

of such a comparison, tIf&M set of values of similarities betweervindow of theS signature and all
windows of theQ signature is received.

SIM, :{ sinf,, sim,, .., siriﬁQ} (5)

After the similarity between all windows in the twaignatures has been determined, the total
similarity WS of theS andQ signatures can finally determined:
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WS S Q:%Zimax( SIM) ©)

A detailed description of the windows technique barfound in [10, 11].

4. RESULTS

The studies were conducted for 140 signatures apfnam different persons. The signatures were
divided into 20 groups. Each group contained 5inaigsignatures of one person and 2 forged sigaatur
The set of test signatures used in the studies €dram the SVC2004 database (Signature Verification
Competition —http://www.cse.ust.hk/svc2004/index.htnduring the studies, various values of tme
maxdistandjmp parameters were checked. For one set of paramétersotal number of comparisons
was 9730, which results from the assumption thatparisons of the following types are to be excluded

° a - a,
* b - a,ifthea - b comparison was performed.

In the next stage of investigations the well knottre false rejection rate (FRR), the false
acceptance rate (FAR), and the equal error rat®RERve been used as quality performance measures.
The FRR is used for genuine signatures and the feARrgery signatures. Because these two fact@s a

inversely related, the EER factor is often reparfeable 1 presents best results, taking into adcthen
values of parameters of the method.

Table 1. Results of investigation.

Parameters EER

h maxdist | jmp | jmpy [%0]
0.1 4.50

25 0.2 5.32
0.3 10 2 4.17

0.1 2.00

50 0.2 2.01
0.3 2.02

When analyzing the table 1 it can be noticed that:
» for a bigger window, a reduced EER was obtained.

* In the case of the windotv= 25, a change in the parameteaixdisthas a bigger effect on
the EER value than in the case of the windiow50.

* Use of the windows method in conjunction with thadt square method allowed reducing
EER from 6.5% [12] to 2.0%.

5. CONCLUSIONS

The paper presents a method of identification daslsdication of signatures. It combines the least
square method with the windows method. The windowethod allows eliminating the necessity of
scaling the length of signatures in the compar@mtess. The studies showed that this approacltesdu
the error in classification of signatures by a feevcent. In the next stage of studies, the infleewfcall
parameters on the effectiveness of the methodoeitnalyzed. Other databases of signatures, corgain
different types of forgeries, will also be tested.

38



BIOMETRICS

BIBLIOGRAPHY

[1] BOLLE R.M., PANKANTI S., RATHA N.K., CONNELL J.H.Guide to biometrics, Springer—Verlag, New York,
2009.

[2] CHA S., Comprehensive survey on distance/similaniyeasures between probability density functions,
International Journal of Mathematical Models andies in Applied Sciences, vol. 1(4), 2007, pp.-3i¥.

[3] DOROZ R., WROBEL K., Determining the similarity efgnatures on the basis of characteristic pointdyars,
International Journal of Biometrics (1JBM), Indeestce Publisher, vol. 2, no.3, 2010, pp. 282—-294.

[4] FOLEY J.D., Introduction to computer graphics, Astii-Wesley, 1993.

[5] HUANG K., YAN H., Off-line signature verificationdsed on geometric feature extraction and neuraVarkt
classification, Pattern Recognition, vol. 30, np1997, pp. 9-17.

[6] IMPEDOVO S., PIRLO G., Verification of handwrittesignatures: an overview, 14th International Confeeeon
Image Analysis and Processing (ICIAP 2007), 20p71$1-196.

[7] KATO N., ABE M., NEMOTO Y., A handwritten characteecognition system using modified Mahalanobis
distance, Trans. IEICE, vol. J79-D-ll, no. 1, 1996, 45-52.

[8] MARKOVSKY I., MAHMOODI S., Least squares contourigaiment, IEEE Signal Processing Letters, 16 (1),
2009, pp. 41-44.

[9] PIYUSH SHANKERA A., RAJAGOPALAN A.N., On-line sighare verification using DTW, Pattern
Recognition Letters, vol. 28, 2007, pp. 1407-1414.

[10] PORWIK P., DOROZ R., WROBEL K., A new signature Barity measure, Proceedings of the 8th IEEE Int.
Conf. on Computer Information Systems and Industlanagement Applications (CISIM 2009), Coimbatore,
India, 2009, pp. 1022-1027.

[11] WROBEL K., DOROZ R., New signature similarity meesipased on average differences, Journal of Medical
Informatics & Technologies, vol. 12/2008, pp. 51-56

[12] WROBEL K., DOROZ R., The new method of signatureognition based on least squares contour alignment,
Proceedings of the International IEEE Conferenc&immetrics and Kansei Engineering (ICBAKE 200909,
pp. 80-83.

[13] YACOUBI EL., GILLOUX A., SABOURIN M., SUEN C. Y., Wconstrained handwritten word recognition using
Hidden Markov Models, IEEE Transaction on Pattermaltsis and Machine Intelligence, vol. 2, no. 897.9pp.
752-760.

39



BIOMETRICS

40



