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Abstract  8 

The military cooperation between Poland and the USA so far has undoubtedly influenced the shape of the 9 
external security. The tangible expression of this cooperation is, among others, the signing of an agreement 10 
between Poland and the USA for the purchase of the Patriot system in July 2017. As a result, Poland joined the 11 
elite group of countries possessing weapons capable of countering enemy ballistic and maneuvering missiles. 12 
It also adjusts the domestic armed forces to the NATO standards and the requirements of the modern battle-13 
field. An additional aspect of the existing cooperation between Poland and the USA is the agreement on the 14 
protection of classified information in the military sphere. In this context, the aim of this article is to identify 15 
the scope of cooperation between Poland and the USA in the area of security measures, which should guarantee 16 
the protection of classified information considering the interests of both countries. During the considerations, 17 
two basic research methods were used: analysis and synthesis. The former method was used in relation to the 18 
content of the concluded contract and the opinions presented in the literature on the subject. The latter method 19 
was used to formulate conclusions resulting from the conducted analysis. The considerations undertaken 20 
proved that there is an area of mutual cooperation in the field of protection of classified information between 21 
Poland and the USA. They also made it possible to obtain an answer to the question of what security measures 22 
determine the effectiveness of the protection of classified information in the military sphere between the con-23 
tracting states. 24 
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1. Introduction 1 

The present study is the result of an analysis of the provisions of the Agreement of March 2 

8, 2007, between the Government of the Republic of Poland and the Government of the 3 
United States of America concerning security measures for the protection of classified infor-4 

mation in the military sphere. Upon the commencement of the analysis of the Agreement, 5 

the current state of knowledge in the field covered by the Agreement was diagnosed. It 6 
turned out to be extremely scarce. Meanwhile, the cooperation between Poland and the USA 7 

is developing, and everything implies that it will continue developing in the near future. This 8 
is evidenced by various types of contracts and agreements of strategic importance for the 9 

defense of the state, among others, regarding the country's air defense in connection with 10 

the implementation of the “Wisła” program, under which an agreement was concluded be-11 
tween Poland and the USA for the purchase of the Patriot system. As a result, Poland will 12 

acquire weapons capable of countering ballistic and maneuvering missiles that threaten  13 

state air security. An additional aspect of the existing cooperation between Poland and the 14 
USA is the agreement on the protection of classified information in the military sphere. It is 15 

extremely important because detailed information on air defense, land forces equipment, 16 
air force, logistic security was and still is the object of desire of other countries. On the other 17 

hand, the intelligence services wage a continuous and undeclared war over them (Goryński 18 

2013). For this reason, the aim of the research project was to identify the scope of coopera-19 
tion between Poland and the USA in the area of the security measures, which should guar-20 

antee the protection of classified information considering the interests of both countries. 21 

Moreover, the article aims to solve the research problem presented in the form of the follow-22 
ing question: can the security measures specified in the Agreement ensure effective protec-23 

tion of classified information in the military sphere between the contracting states? Using 24 
the methodological approach, the adopted hypothesis was that the provisions of the con-25 

cluded agreement constitute an optimal model of security measures for the protection of 26 

classified information in the military sphere. 27 
It should be emphasized that the significance of the aforementioned security measures 28 

for the protection of classified information for both countries should not raise any doubts. 29 

As it was raised in domestic and foreign literature, the disclosure of classified information 30 
relating to the military sphere could have negative consequences for the organization and 31 

functioning of the state and its defense capabilities (Johnson 1989, p. 89). Consequently, the 32 
disclosure of information may be legally withheld for national security reasons if there is no 33 

reasonable measure by which to limit the harm arising from such disclosure (Földes 2014). 34 

On the other hand, it should be noted that the concluded Agreement does not exhaust-35 
ively regulate all the issues related to the protection of classified information. It is related to 36 

the specificity of the mentioned protection. In practice, depending on the territorial location, 37 

classified information will remain under the jurisdiction of the Polish or American regula-38 
tions. If it remains outside the territory of these countries, the protection of classified infor-39 

mation will be determined by the provisions of the Agreement. This triplicity of regulations 40 
has an impact on the scope of measures for the protection of classified information by the 41 

Parties to the Agreement. 42 

It is necessary to highlight the fact that at the stage of drafting the Agreement, the Parties 43 
resolved a fundamental problem related to the types of clauses that should be applied to 44 

classified information relating to the military sphere. This issue was resolved as follows: it 45 
was agreed to use the same security classifications i.e. "top secret", "secret", "confidential". 46 
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On the other hand, classified information marked by Poland as "restricted", which does not 1 

have an American equivalent, should be treated as "confidential". Apart from the arrange-2 

ments concerning the use of the security classification, the Parties did not define them. In 3 
view of the above, the granting of clauses concerning classified information in the military 4 

sphere in Poland is carried out according to the following criteria (Agreement, 2010, Article 5 

5): 6 
- the "top secret" clause shall be used if the unauthorized disclosure of information causes 7 

extremely serious damage to the Republic of Poland; 8 
- the "secret" clause shall be used if the unauthorized disclosure of information causes 9 

serious damage to the Republic of Poland; 10 

- the "confidential" clause shall be used if the unauthorized disclosure of information 11 
causes damage to the Republic of Poland (Topolewski 2020, p. 59). 12 

Ultimately, the verification of the adopted hypothesis laid out the perspective of the re-13 

search procedure aimed at determining the legal nature of the concluded Agreement, the 14 
conditions for its conclusion, the scope of the subject, the competence of the national au-15 

thorities to comply with the contractual provisions and the contractual reservations in dis-16 
putes. 17 

2. The conclusion of a contract in relation to treaty provisions 18 

Moving on to specific issues, it should be noted that the Agreement of March 8, 2007 19 
between the Government of the Republic of Poland and the Government of the United States 20 

of America on security measures for the protection of classified information in the military 21 

sphere, concluded between Poland and the USA, can be classified as an international agree-22 
ment. It is in line with Article 2(1)(a) of the Vienna Convention on the Law of Treaties of 23 

May 23, 1969, which states that "a treaty means an international agreement between states, 24 
concluded in writing and governed by international law, whether or not it is included in one 25 

document, or in two or more documents, and regardless of its particular name” (Convention, 26 

1969). In the legal doctrine, it is emphasized that international agreements are the main 27 
mechanism for creating legally binding standards between states (Fritzmaurice, 2010), and 28 

are an instrument for ensuring stability, reliability and order in international relations (Dörr 29 

& Schmalenbach 2012). It is also regulated by the law of treaties, which specifies the proce-30 
dure for concluding contracts, the rules of validity, termination or withdrawal (Convention, 31 

1969). For this reason, Poland and the USA, being subjects of international law, are obliged 32 
to fulfil the concluded Agreement on the terms on which they agreed (Villiger, 2009). Of key 33 

importance for the discussed issue is the fact that the subjective and objective scope of the 34 

concluded Agreement has been met: the parties have clearly indicated who is to be a partic-35 
ipant in the concluded agreement and what it should refer to. 36 

3. Prerequisites for the conclusion of the Agreement 37 

The preamble to the Agreement on security measures for the protection of classified in-38 
formation in the military sphere concluded by the Government of the Republic of Poland 39 

and the Government of the United States of America shows that its conclusion was inspired 40 
by the need to strengthen mutual cooperation in the military sphere. It is appropriate to 41 
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agree with the idea of the concluded Agreement, taking into account the fact that the coop-1 

eration declared in the Agreement was determined by factors that had an impact on the se-2 

curity of Poland at that time. In the related literature, there are convergent positions on this 3 
issue. These factors include geopolitical location, the lack of political stability in Ukraine 4 

(Timothy, 2015), the unpredictability of the Belarusian government (Hansbury, 2020), the 5 

direct adjacency of Poland and the Kaliningrad Oblast and Russia's effort to maintain its 6 
influence in this area (Douhan, 2012).  7 

Along with the agreement with the views presented, it can be concluded that Poland's 8 
external security should be perceived as a set of external elements influencing the state and 9 

related to its functioning. The perception of external security as a system of mutually con-10 

nected elements of the environment has become a key argument for the thesis that in the 11 
face of mutual military relations, normative solutions are necessary at the level of the con-12 

tracting states, which should serve, inter alia, the protection of classified information in the 13 

military sphere. The above thesis seems to be correct if we take into account that the lack of 14 
security measures in the field of classified information protection in the military sphere may 15 

disrupt or seriously disturb the functioning of the state organization or harm its security 16 
(Johnson 1989). Hypothetically, such a situation may occur in the reality of Poland's func-17 

tioning, especially since the military cooperation with the United States concerns many is-18 

sues related to the functioning of the Polish Armed Forces, such as the purchase of weapons, 19 
modernization of military equipment, and participation in joint military missions. 20 

4. The subject matter of the contract 21 

Before the detailed considerations on the regulations of the concluded Agreement are 22 
presented, the importance of the issue under consideration should be emphasized. Taking a 23 

stance on its subject is important not only for the assessment of the correctness of the Agree-24 
ment, but also for the description of the individual contractual solutions. Even a cursory 25 

analysis of the content of the Agreement indicates that it includes the following issues: trans-26 

mitting and marking classified information; limited access to classified information; physi-27 
cal security; personal security; destroying, duplicating and translating classified infor-28 

mation: sharing classified information with contractors; records and control of classified in-29 

formation. The Agreement also includes the procedure in the case of loss or unauthorized 30 
disclosure of classified information in the military sphere. In addition, the issue of the com-31 

petence of national authorities in the field of classified information security in the military 32 
sphere between Poland and the USA was resolved. These issues will be analyzed in detail 33 

below.  34 

The issue of transmitting and marking classified information between Poland and the 35 
USA has been regulated in Article 2 of the Agreement. According to the adopted solution, 36 

information may be transmitted directly to the Contracting Party or through an officer or 37 

other authorized representative. It is worth noting that the phrase "other authorized repre-38 
sentative" used in Article 2 shows that an intermediary in the transfer of classified infor-39 

mation may be a person who is not an officer or a soldier. It should be added that classified 40 
information may be transmitted in oral, visual or written form, including the form of equip-41 

ment or technology. The Agreement also allows for classified information to be transmitted 42 

via ICT systems and networks; however, classified information provided by electronic means 43 
must be encrypted.  44 
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The procedure adopted in the Agreement requires that the security classification of the 1 

transmitting Party’s classified information should correspond to the classification of classi-2 

fied information of the receiving Party. Documents and electronic media containing classi-3 
fied information are required to be provided in double and sealed envelopes containing the 4 

business address of the recipient. The receipt of attached documents or other media must 5 

be confirmed by the last recipient, and the sender must be provided with the confirmation. 6 
 The Agreement also regulates the issue of protecting the transport of classified equip-7 

ment. According to the adopted standard, classified equipment should be transported in 8 
sealed and covered vehicles and secured against its identification. In addition, it is required 9 

to secure classified equipment in order to prevent unauthorized access to it with the use of 10 

security devices and security personnel holding a security clearance. In the case of trans-11 
porting classified equipment by changing persons, it is required to confirm that the transport 12 

has been taken over by subsequent persons up to and including the last recipient. The pre-13 

sented regulations lead to the conclusion that in the field of security measures, an important 14 
place belongs to undertakings related to the transfer, transport and protection of classified 15 

information in the military sphere. In this case, the Parties to the Agreement did not refer 16 
only to the national regulations, but introduced their own legislative clarifications. 17 

Limited access to classified information in the military sphere is reflected in Article 6 of 18 

the Agreement. According to the aforementioned provision, in light of the legal status in 19 
question, limited access to classified information in the military sphere is based on the fol-20 

lowing principles. Firstly, it is allowed to disclose classified information only to persons 21 

whose official tasks require familiarization with it. Secondly, these persons must hold a se-22 
curity clearance issued by the Parties. Thirdly, the indicated persons have been trained to 23 

protect classified information in accordance with the domestic law of each Party. Im-24 
portantly, the mere possession of a military rank, official position or possession of a security 25 

clearance, in light of the concluded Agreement, does not constitute sufficient grounds for 26 

gaining access to classified information. 27 
In the context of compliance with the order of limited access to classified information, 28 

attention is drawn to the additional rigors of Article 6 of the Agreement. According to these: 29 

1) The Parties may not provide classified information to a third party without the written 30 
consent of the sending Party; 2) the Party receiving the classified information is obliged to 31 

ensure the level of protection corresponding to the security classification specified by the 32 
sender; 3) the Party receiving the classified information is obliged to use it only for the pur-33 

pose for which it was disclosed; 4) the Party receiving the classified information will respect 34 

the protection of personal rights, such as patents, copyrights or other rights that form part 35 
of the information being transmitted; 5) units using classified information will keep a regis-36 

ter of persons who hold a security clearance and who are authorized to access such infor-37 

mation in the units concerned. 38 
The presented normative solutions lead to the conclusion that the Agreement contains 39 

“autonomous” regulations increasing the guarantees of limited access to classified infor-40 
mation in the military sphere. 41 

The issue of physical security of classified information has been regulated in Articles 10-42 

12 of the Agreement. In light of the presented regulations, each Party to the Agreement is 43 
responsible for the protection of classified information received from the other Party during 44 

its transfer or storage on its territory. Each Party is also responsible for the security in all 45 
facilities where the received classified information is stored. It is necessary for each Party to 46 

assign a qualified person to each facility with authority to control and protect this infor-47 

mation. At the same time, under the concluded Agreement, the Parties undertook to store 48 
the classified information in a way that restricts access to it only to persons who have a se-49 
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curity clearance and have been trained in the protection of classified information, in accord-1 

ance with the national regulations. A similar regime applies to persons whose official tasks 2 

require familiarization with the discussed information. 3 
The presented regulations lead to the conclusion that the regulations established by the 4 

Agreement are effective in the field of physical protection of the classified information in the 5 

military sphere. 6 
The next issue, personal security in the area of classified information, is regulated by the 7 

provisions of Articles 7-8 of the Agreement. Under the first provision, Article 7, the decision 8 
to issue a security clearance to a natural person should be consistent with the national secu-9 

rity interests of the Parties to the Agreement. Most of all, it can be issued only after conduct-10 

ing the verification procedure. At the same time, pursuant to the concluded Agreement, an 11 
obligation to carry out a screening procedure was introduced in relation to persons having 12 

access to classified information in terms of the proper use of the information. In light of the 13 

latter provision, Article 8, before admitting to access classified information, the officer or 14 
authorized person should be checked for security clearance and the confirmation that access 15 

to information is necessary for them due to the performance of official tasks. 16 
The presented contractual regulation of the Parties shows that the purpose of the screen-17 

ing procedure is to obtain knowledge about the ability of the natural person to use classified 18 

information without risking disclosure. The arguments of the parties are reflected in profes-19 
sional literature. Namely, it was emphasized that personal security is one of the key elements 20 

of the classified information protection system. For this reason, it is desirable that a person 21 

who has access to this type of information on account of the performed professional duties 22 
gave the pledge of secrecy (Krzykwa 2018). 23 

By the way, it should be mentioned that the provisions of the Agreement do not regulate 24 
the validity period of a natural persons' access to classified information marked with a spe-25 

cific type of secrecy classification (i.e.: "top secret", "secret", "confidential"). In this situation, 26 

it must be assumed that the Polish side to the Agreement is bound by the criteria of validity 27 
of access to classified information in the military sphere indicated in Article 29 sec. 3 of the 28 

Act on the protection of classified information: 10 years – in the case of access to classified 29 

information marked as "confidential"; seven years – for access to classified information 30 
marked as "secret"; five years – for access to classified information marked as "top secret". 31 

Another issue of destroying, duplicating and translating classified information in the mil-32 
itary sphere found its normative expression in Articles 14-18 of the Agreement. Pursuant to 33 

the presented regulation, the documents and other media containing classified information 34 

are destroyed in a way that prevents the reconstruction of classified information contained 35 
therein. Whereas classified equipment should be destroyed in a way that excludes partial or 36 

complete reconstruction of classified information. In the case of duplicating classified doc-37 

uments or other media, all the original classification clauses contained therein should be 38 
placed on each copy and be subject to the same control rules as the originals. 39 

In addition, any translations of classified information may be made only by persons hold-40 
ing a security clearance. The number of copies produced is limited to the necessary mini-41 

mum and controlled. The translations made in this way should be marked with security clas-42 

sification and in the language into which the translation was made with information that the 43 
document contains classified information from the sending Party. 44 

In conclusion, the presented regulations impose an obligation on users of classified in-45 
formation to be particularly careful with regard to their destruction, duplication and trans-46 

lation. 47 

The issue of disclosing classified information in the military sphere to contractors is reg-48 
ulated in Article 19 paragraph 1-6 of the Agreement. At the beginning, the meaning of the 49 

term "contractor" requires clarification, as it is difficult to deny that it is ambiguous. In light 50 

of Article 1(5) of the Agreement, a contractor is an entity that has been awarded a contract 51 
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by the contract agency of one of the Parties. In relation to the defined "contractor", the Par-1 

ties to the Agreement have introduced a legal requirement to comply with certain rules for 2 

familiarization with the classified information received from the other Party. Namely, in 3 
light of the rigors resulting from the provisions of Article 19, the Party receiving classified 4 

information relating to the military sphere should ensure that: 1) the contractor and their 5 

enterprise meet the conditions for ensuring protection of classified information; 2) the con-6 
tractor will have an industrial security certificate; 3) security clearance will be held by all 7 

natural persons whose duties require access to classified information; 4) all natural persons 8 
who have access to classified information will be instructed on the responsibility for violat-9 

ing the principles of classified information protection; 5) periodic inspections of establish-10 

ments that have an industrial security certificate will be carried out in order to control the 11 
level of protection of classified information, 6) access to classified information will be limited 12 

only to persons whose official tasks require familiarizing with it. 13 

The presented regulation leads to the conclusion that the Agreement contains effective 14 
normative solutions concerning the organization of the protection of classified information 15 

in the military sphere in relation to entities, de facto from outside the military sphere. This 16 
is evidenced by the introduced additional restrictions in the area of industrial security. 17 

In turn, recording and controlling classified information in the military sphere has been 18 

regulated by the provision of Article 9 of the Agreement. Pursuant to the said provision, the 19 
Parties established a requirement to record and control classified information in the military 20 

sphere, both on the basis of the Agreement and the national regulations. It should be noted 21 

that on the basis of the contractual regulations it is not possible to define the terms "record-22 
ing" and "controlling" classified information. 23 

In the doctrine of administrative law, "recording" is perceived in the context of material 24 
and technical activities in the external sphere. This is manifested in making entries in regis-25 

ters, records and other official lists and compliance with information obligations imposed 26 

on natural persons (Mierzejewski, 2013). However, in light of Regulation No. 58/MON of 27 
the Minister of National Defense of December 11, 2017 on the special method of organization 28 

and operation of secret offices and other organizational units responsible for the processing 29 

of classified information, the method and procedure of processing classified information, 30 
the term "recording” deliberate actions is aimed at ensuring the record of classified materials 31 

in an organizational units and determining who has read the classified documents (Regula-32 
tion 2017, §15 point 1, §16). 33 

On the other hand, the term "controlling" is perceived in the legal doctrine as a process 34 

of monitoring activities in accordance with the given orders, instructions or rules. The for-35 
mal controls consist in measuring, comparing and correcting on the basis of the above-men-36 

tioned standards on the basis of which these activities can be performed (Marume, et al., 37 

2016). Whereas, under the national regulations of the Ministry of Defense, the term "con-38 
trolling" refers to the deliberate and organized activity of a team (committee, group, control-39 

ler, inspector, etc.) carried out in the controlled unit, based on a plan and authorization to 40 
carry it out (Decision 2015, point 3, item 8). 41 

The cited definitions of the terms "recording" and "controlling" lead to the conclusion 42 

that the indicated actions constitute an important element in terms of increasing the effec-43 
tiveness of the protection of classified information in the military sphere. 44 

The loss or unauthorized disclosure of classified information in the military sphere is 45 
referred to in Article 21 of the Agreement. Pursuant to the aforementioned provision, the 46 

Party sending classified information is obliged to inform immediately about the loss, unau-47 

thorized disclosure, or the alleged loss or unauthorized disclosure of the information in the 48 
Party’s possession. In each case of the occurrence of the issues listed in Article 21 of the 49 

Agreement, proceedings should be initiated to clarify the circumstances of the loss or dis-50 

closure of classified information. The results of the investigation, together with information 51 
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on measures taken to avoid similar situations in the future, should be provided to the pro-1 

ducing Party by the Party that conducted the investigation. 2 

The presented regulation shows that both Parties to the Agreement are entitled to con-3 
duct an independent investigation aimed at clarifying the circumstances of the loss or unau-4 

thorized disclosure of classified information based on national procedures. For this reason, 5 

neither Party needs the consent of the other Party to take steps to initiate the investigation. 6 

5. The competence of national security authorities to comply with the con-7 

tractual provisions 8 

 9 

The important solutions in the concluded Agreement include the specification of national 10 

authorities competent in the field of protection of classified information in the military 11 
sphere. Pursuant to Article 5(1) of the Agreement, the powers of the national security au-12 

thorities in the area in question in the Republic of Poland fell under: the Head of the Internal 13 

Security Agency (Polish: Agencja Bezpieczeństwa Wewnętrznego; hereinafter: ABW) and 14 
the Head of the Military Counterintelligence Service (Polish: Służba Kontrwywiadu 15 

Wojskowego; hereinafter: SKW), and in the United States of America to the Department of 16 
Defense. The indicated competences in the scope of the contractual provisions do not con-17 

stitute a closed catalog, because according to the provisions of Article 5(2) of the Agreement, 18 

the national security authorities may conclude additional implementing agreements to this 19 
Agreement between Poland and the USA in the military sphere. Without going into detailed 20 

considerations about the term "competence" in reference to the indicated bodies, it can be 21 

mentioned that it is a set of normatively defined rights, perceived as power and responsibil-22 
ity in the performance of specific activities (Skorková, 2016). 23 

Conferring the powers to ABW and SKW on the national level does not raise any doubts. 24 
Nevertheless, the doctrine argued that the role of the ABW and SKW in the system of classi-25 

fied information protection may be fully effective only when the provisions of law adequately 26 

precisely define the competence of both authorities in the scope of activities performed by 27 
both services (Antosiak & Pałka 2017). One should agree with the presented view, but it 28 

should be clarified that the Regulation of the Prime Minister of October 4, 2011 on the co-29 

operation of the Head of the ABW and the Head of SKW in the performance of the functions 30 
of the national security authority gave the appropriate rank to ABW and SKW in the field of 31 

protecting classified information (Regulation 2011). The empowerment of the national au-32 
thorities with regard to the protection of classified information in the military sphere also 33 

results from Article 5(3) of the Agreement, which obliges each of the Parties to inform each 34 

time about any changes in their national security authorities or the scope of their liability 35 
resulting from the provisions of the concluded Agreement. 36 

In addition, the importance of the authorities responsible for the protection of classified 37 

information (ABW and SKW) was emphasized in Article 22(1-3) of the Agreement, which 38 
gave the services in question the competence to consult and review security systems. Within 39 

the framework of their powers, the national security authorities of the Parties have been 40 
authorized to exchange information on any changes in national law relating to the protection 41 

of this information. In order to ensure close cooperation, consultations at the request of one 42 

of them are to be carried out. In addition, the implementation of security requirements may 43 
be supported by mutual visits of representatives of national security authorities to review 44 

the implementation of the protection procedures under the Agreement and to compare the 45 
existing security systems. 46 
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The presented ABW and SKW competences in the field of protection of classified infor-1 

mation in the military sphere are valid. One needs to be aware of the specificity of the tasks 2 

performed by these bodies. Pursuant to Article 10 of the Act of August 5, 2010 on the pro-3 
tection of classified information, they include,  among other things: supervising the func-4 

tioning of the classified information protection system in organizational units remaining in 5 

their jurisdiction; controlling the protection of classified information and compliance with 6 
the provisions in force in this regard; the implementation of tasks in the field of security of 7 

ICT systems; carrying out verification procedures, control checks and industrial safety pro-8 
cedures; ensuring the protection of classified information exchanged between the Republic 9 

of Poland and other countries or international organizations. 10 

In addition, it should be noted that SKW performs tasks in relation to 1) the Ministry of 11 
National Defense and units organizationally subordinate to the Minister of National Defense 12 

or supervised by it; 2) defense attache’s offices in foreign missions; 3) soldiers in active ser-13 

vice appointed to service positions in other organizational units. ABW performs tasks in re-14 
lation to organizational units and persons subject to the act, which do not fall within the 15 

competence of SKW (Article 10 sec. 2). 16 
To sum up, the above-mentioned provisions grant national security authorities the power 17 

to protect classified information. In this way, any disputes over powers between state au-18 

thorities  regarding the responsibility and supervision over compliance with the regulations 19 
set out in the Agreement were eliminated. 20 

6. Contractual stipulations in disputes 21 

 22 
Referring to the final provisions of the contract, it is worth paying attention to two issues: 23 

the issue of settling disputes arising from compliance with the Agreement and the duration 24 
of the Agreement. Referring to the first issue, it should be cited that each agreement, regard-25 

less of its form, is binding both for the USA and for Poland, because it is the result of a clear 26 

expression of the will of the contracting parties (Lesaffer, 2000). And the symptom of the 27 
will of the contracting Parties as to the implementation of the provisions concluded is clear 28 

and unequivocal. Moreover, the Parties are bound by the Agreement on the basis of the pacta 29 

sun servanda principle, which is a formal guarantee of the effectiveness of international law, 30 
due to the necessity to fulfill obligations resulting from the concluded agreements (Lukashu, 31 

1989). However, it is difficult to assume that in practice the rules contained in the Agreement 32 
will never be violated by any of the Parties, and disputes will be eliminated. 33 

In the legal doctrine, it has been pointed out that there can always be a conflict between 34 

international agreements and national regulations as a result of the interpenetration of the 35 
two legal systems (Klafkowski, 1965). The question then arises, how can a hypothetical con-36 

flict be resolved? The analysis of the text of the Agreement leads to the conclusion that a 37 

unilateral settlement of the dispute is not allowed. The provision of Article 24 of the Agree-38 
ment provides for the possibility of settling disputes in the scope covered by the Agreement 39 

in two ways. Firstly, any disputes relating to this Agreement may be settled through direct 40 
negotiations between the national security authorities. Secondly, when it is not possible to 41 

resolve a dispute through direct negotiation, the issues should be resolved through diplo-42 

matic channels. Thus, in essence, the concluded Agreement rejects the possibility of submit-43 
ting the disputable issues for decision to any other entity including a national court, an in-44 

ternational tribunal or any other person. 45 
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As a comment, the opinion that the adopted solution is correct should be voiced, because 1 

if the parties were involved in the dispute before courts or tribunals and other entities, this 2 

would inevitably lead to the disclosure of the subject of the dispute, and at the same classified 3 
information, during the investigation. Consequently, such actions would harm the interests 4 

of both Parties to the Agreement. 5 

The last issue that needs to be raised is the duration of the concluded Agreement. It is 6 
characteristic that due to the duration of the Agreement, it is of a time-limited nature. In 7 

light of Article 26(3), the Agreement was concluded for a five-year period, automatically ex-8 
tended for subsequent one-year periods. Nevertheless, the parties allow the Agreement to 9 

be terminated in writing and through diplomatic channels 90 days in advance. The intro-10 

duced clause is justified. As emphasized in the doctrine of law, the states conclude interna-11 
tional agreements as a way of exchanging promises regarding future proceedings, and agree-12 

ments have value only if the promises made serve to bind the parties (Guzman 2005, p. 80). 13 

Thus, in a situation where one Party fails to fulfill its contractual obligations, the other Party 14 
may also evade compliance with them (Kwiecień, 2000). 15 

In addition, it should be noted that the final provisions contain one more regulation im-16 
portant from the point of view of the security of classified information protection in the mil-17 

itary sphere. In particular, Article 26(4) states that notwithstanding the termination of the 18 

commented Agreement, all classified information provided under it should continue to be 19 
protected in accordance with its provisions. The presented provision has the following legal 20 

effect: in the event of formal termination of the agreement, classified information in the mil-21 

itary sphere concerning both Parties should still be protected by national security measures. 22 
 23 

7. Conclusions 24 

 25 

The findings obtained on the basis of the considerations made allow us to conclude that 26 

the agreement concluded between the Government of the Republic of Poland and the Gov-27 
ernment of the United States of America on security measures for the protection of classified 28 

information in the military sphere is valid. Conclusions resulting from the identification of 29 

the scope of cooperation between Poland and the USA in the area of security measures, 30 
which should guarantee the protection of classified information due to the interests of both 31 

countries, are as follows. The in-depth analysis of the provisions of the Agreement has con-32 
tributed to showing the actual state of cooperation between Poland and the USA, which re-33 

mains within the boundaries of rational bilateral regulation. Due to the specific nature of the 34 

subject, the concluded Agreement can be categorized as military and meets the expectations 35 
of the Parties. Moreover, it is the result of the explicit expression of the will of the contracting 36 

Parties. The manifestation of the will as to the implementation of the provisions concluded 37 

is clear and beyond doubt. A visible result of the cooperation in the discussed scope is the 38 
established procedure for the protection of classified information in the military sphere, 39 

aimed at counteracting unfavorable or illegal activities aimed at obtaining protected infor-40 
mation by unauthorized entities. On this basis, it can be finally concluded that the hypothe-41 

sis assuming that the concluded Agreement contains an optimal model of the security 42 

measures, which effectively contribute to the protection of classified information in the mil-43 
itary sphere between Poland and the USA, has been confirmed. 44 



 Cooperation Between Poland and the USA 

-142- 

 

Declaration of interest - The author declare that they have no known compet-1 

ing financial interests or personal relationships that could have appeared to 2 

influence the work reported in this article. 3 

References 4 

1. Antosiak, P., Pałka, J. (2017). Wybrane aspekty ustawy z 5 sierpnia 2010 r. o 5 

ochronie informacji niejawnych. Problemy, interpretacje oraz propozycje ewentu-6 
alnych rozwiązań legislacyjnych, w: Uprawnienia służb specjalnych z perspek-7 

tywy współczesnych zagrożeń bezpieczeństwa narodowego. Wybrane 8 
zagadnienia. ABW. 9 

2. Convention (1990). Vienna Convention on the Law of Treaties of May 23 1969, 10 

Journal of Laws 74(439) 11 
3. Decision. Decision No. 345/MON of the Minister of National Defense of August 27 12 

2015 on the supervision over the protection of classified information in organiza-13 

tional units subordinate to or supervised by the Minister of National Defense and in 14 
organizational units of the (Journal Ministry of National Defense of Laws of  Minis-15 

try of National Defense of 2015, item 252). 16 
4. Dörr, O., Schmalenbach, K. (2011). Introduction: On the Role of Treaties in the De-17 

velopment of International Law. In: Vienna Convention on the Law of Treaties, pp. 18 

1–6. DOI:10.1007/978-3-642-19291-3_1 19 
5. Douhan, A. (2012). CIS, CSTO and the United Nations: Could an Active Regional 20 

System of Collective Security Be Established? Baltic Yearbook of International Law 21 

Online, 12 (1), pp. 131–155. DOI: https://doi.org/10.1163/22115897-90000090. 22 
6. Fitzmaurice, M. (2010). Max Planck Encyclopedias of International Law, 23 

https://opil.ouplaw.com/view/10.1093/law:epil/9780199231690/law-24 
9780199231690-e1481# 25 

7. Földes, A. (2014). Classified Information. A review of current legislation across 15 26 

countries & the EU. Corruption risks series. Defence and Security Programme 27 
Transparency International UK. Editor: Saad Mustafa 28 

8. Goryński, G. (2013). Prawne podstawy ochrony informacji niejawnych w Polsce. 29 

Colloquium Wydziału Nauk Humanistycznych i Społecznych. Kwartalnik. 1, pp. 30 
999-128. 31 

9. Guzman A. T. (2005), The Design of International Agreements, The European Jour-32 
nal of International Law, 16 (4), pp. 579–612. DOI:  33 

https://doi.org/10.1093/ejil/chi134. 34 

10. Hansbury, P. (2021). Friends in Need: Belarusian Alliance Commitments to Russia 35 
and the Ukraine War, The Journal of Slavic Military Studies, 33 (4), pp. 542-555. 36 

DOI: https://doi.org/10.1080/13518046.2020.1845093 37 

11. Johnson  Loch, K. (1989). Covert Action and Accountability: Decision-Making for 38 
America's Secret Foreign Policy, International Studies Quarterly, 33 (1), pp. 81–39 

109, DOI: https://doi.org/10.2307/2600495 40 
12. Klafkowski, A. (1965). Umowa międzynarodowa a ustawa. https://repozyto-41 

rium.amu.edu.pl/bitstream/10593/18311/1/002%20ALFONS%20KLAFKOWSKI 42 

13. Krzykwa, K. Bezpieczeństwo osobowe i ochrona fizyczna informacji niejawnych w 43 
Unii Europejskiej, Obronność - Zeszyty Naukowe, 4 (28), pp. 127-128. 44 

14. Kwiecień, R. (2000). Miejsce umów międzynarodowych w porządku prawnym pań-45 
stwa polskiego, Warszawa. Wydawnictwo Sejmowe 46 

https://doi.org/10.1163/22115897-90000090
https://opil.ouplaw.com/view/10.1093/law:epil/9780199231690/law-9780199231690-e1481
https://opil.ouplaw.com/view/10.1093/law:epil/9780199231690/law-9780199231690-e1481
https://doi.org/10.1093/ejil/chi134
https://doi.org/10.1080/13518046.2020.1845093
https://doi.org/10.2307/2600495
https://repozytorium.amu.edu.pl/bitstream/10593/18311/1/002%20ALFONS%20KLAFKOWSKI
https://repozytorium.amu.edu.pl/bitstream/10593/18311/1/002%20ALFONS%20KLAFKOWSKI


Safety & Defense Vol. 7(2) (2021)  

-143- 

 

15. Law. Act of August 5 2010 on the protection of classified information (Journal of 1 

Laws of 2019, item 742). 2 

16. Lesaffer, R. C. H. (2000). Medieval canon law and early modern treaty law. Journal 3 
of the History of International Law, 2(2), pp. 178-198. 4 

17. Lukashuk, I. I. (1989). The Principle Pacta Sunt Servanda and the Nature of Obliga-5 

tion Under International Law. The American Journal of International Law, 83 (3), 6 
pp. 513-518.  DOI: https://doi.org/10.2307/2203309 7 

18. Marume S. B. M., Jubenkanda R. R., Namusi C. W. (2016). Administrative Control 8 
and Evaluation International Journal of Science and Research, 5 (1), pp.  1074-1082 9 

19. Mierzejewski P.(2013) Problematyka ewidencji ludności. Zagadnienia wprowa-10 

dzające (in:) K. Biernat, M. Dobek-Rak, P. Mierzejewski, D. Trzcińska, Ustawa o 11 
ewidencji ludności. Komentarz. Lex. 12 

20. Regulation. Regulation No. 58/MON of the Minister of National Defense of Decem-13 

ber 11 2017 on the special method of organization and operation of secret offices and 14 
other organizational units responsible for the processing of classified information, 15 

the method and procedure of processing classified information (Journal of Laws of 16 
Ministry of National Defense of 2017, item 226, as amended). 17 

21. Regulation. Regulation of the Prime Minister of October 4 2011 on cooperation be-18 

tween the Head of the Internal Security Agency and the Head of the Military Coun-19 
terintelligence Service in the performance of the functions of the national security 20 

authority (Journal of Laws of 2011, No. 220, item 1302). 21 

22. Skorková, Z. (2016). Competency models in public sector. Procedia - Social and Be-22 
havioral Sciences, Volume 230, pp. 226 – 234. Available online at www.sciencedi-23 

rect.com 24 
23. Timothy T. (2015). Russia’s, Military Strategy and Ukraine: Indirect, Asymmetric—25 

and Putin-Leds. Journal of Slavic Military Studies, pp. 445-461. DOI: 26 

https://doi.org/10.1080/13518046.2015.1061819. 27 
24. Topolewski, S. (2020) Classified Information Protection in Poland: Traditions and 28 

the Present Day, Safety & Defense, 6(1), pp. 48-62 29 

DOI:https://doi.org/10.37105/sd.61 30 
25. Villiger M. E. (2009). Article 9: Adoption Of The Text, In: Commentary on the 1969 31 

Vienna Convention on the Law of Treaties, pp. 154–164.  DOI: 32 
https://doi.org/10.1163/ej.9789004168046.i-1058.78. 33 

 34 

 35 

 36 

 37 

https://doi.org/10.2307/2203309
http://www.sciencedirect.com/
http://www.sciencedirect.com/
https://doi.org/10.1080/13518046.2015.1061819
https://doi.org/10.1163/ej.9789004168046.i-1058.78

